SUBJECT: Station Log

I. PURPOSE:

In accordance with POST Standard 824, to establish a policy and procedure for recording information on the Department Station Log.

II. POLICY:

All personnel performing Dispatch duties will keep a record of calls for service at the time they are received.

III. DEFINITIONS:

A. Station Log: Permanent record of calls received.

B. Media Log: Permanent record of calls received with information releasable to the media, generated by ARMS Enterprise Edition and available at the Public Safety Front Desk.

C. Watch Commander: Police Sergeant or Officer in Charge.

D. Police Officer: Police Corporal or Police Officer.

E. Dispatcher: Employee performing Dispatch duties at the time of call.

F. Employee: Person employed by the University Police Department.


I. ARMS Enterprise Edition: Automated Record Management System

IV. PROCEDURES:

A. Employees of University Police will:

   Forward all calls regarding Police matters to the Dispatcher.

B. Employee(s) performing Dispatch duties will record the following information in ARMS Enterprise Edition:
1. Employees on duty and their status.

2. Date and time of each call as it is received.

3. Location of call.

4. Type of call: 9-1-1, Medical emergency, Crimes, Service calls, etc.

5. Information of reporting party. May include, name, address, and phone number.

   NOTE: The names of victims of domestic violence, sexual assault, hate crimes, and juveniles are not to be included in the Summary field of ARMS Enterprise Edition, but may be entered in the Confidential field. Victims of sex crimes may request confidentiality or the party may wish to remain anonymous. This information should also be noted under the confidential section.

6. Personnel assigned to handle the call.

7. Time call is dispatched, arrival time and time call is complete.

8. Summary of call that is releasable to the public, and/or media in the “Summary” field of ARMS Enterprise Edition.

   • **It is required** that the Summary field include any crime that occurred on campus, also the nature, date, time, and general location of the crime, as well as its disposition if known (Clery Act).

   *(Limited information may be withheld to protect victim confidentiality, to ensure the integrity of ongoing investigations, or to keep a suspect from fleeing. If information is withheld, Investigations shall be notified by the Watch Commander and the log shall be updated by the Investigation’s Supervisor once the adverse effect is no longer likely to occur. This update shall be in the form of a Supplemental Report, a copy of which shall be attached to the original log entry page. This update requirement applies a period of 60 days from the date of the log in question).*

   • Entry of arrestee information in the Daily Log is optional and should be limited in scope for public safety reasons. This information shall be in compliance with Department Order I-9, Public Information and Media Policy, and shall be approved by the Watch Commander.

   • Any other information is to be entered into the Confidential field such as suspect names, description, date of birth, address, etc. (For additional information, see Section C.)

9. Disposition

   C. Information which may not be released to the public or the media.

   The following information should not be included in the Summary field of ARMS Enterprise Edition as it may not be released to the public or media; this does not apply to the Confidential field:
1. Identification of suspects not arrested and for whom no warrant has been issued.

2. The identity of victims and witnesses where release could cause extreme embarrassment.

3. The identity of sex crime victims. Release of general descriptions only.

4. The exact address of a sex crime offense if it could lead to the victim’s identification.

5. The exact identifying information of a weapon or other tangible evidence.

6. Any information known only to the guilty party and/or critical investigative leads.

7. Any information that can lead to the identification of a person or persons that can be associated with medical or psychological diagnosis, and or, care of that person or persons including medications or treatment (HIPAA 1996).

8. The identity of any juvenile who is a suspect or defendant in a case subject to jurisdiction of the juvenile court.

9. The identity of any critically injured or deceased person prior to notification of the next-of-kin.

10. The results of any investigative procedure, such as lineups, polygraph examination, fingerprint comparison, ballistics test or other procedures. The fact that these tests have been performed may be revealed without further comment.

11. Information that if prematurely released may interfere with the investigation or apprehension of the suspect(s), such as the nature of leads, specifics of an “MO”, details of the crime known only to the perpetrator and police or information that may cause the suspect to flee or more effectively avoid apprehension.

12. Information that may be of evidentiary value in criminal proceedings.

13. Specific cause of death, unless officially determined by the medical examiner.

14. Prior criminal conviction record, character or reputation of a defendant.

15. Existence or contents of a confession, admission or statement of a defendant or his/her failure or willingness to make a statement.

16. Identity, statements or expected testimony of any witness or victim.

17. Any opinion about the guilt or innocence of a defendant or the merits of a case.

D. Review of the Station Log

1. Dispatchers shall review the Station Log at the end of each shift (A1, A2, B1, B2) as they have the primary responsibility to ensure that the
appropriate information is included, and to prevent the inappropriate release of protected/confidential information.

2. Police officers shall review the log entries of their assigned calls to ensure that the appropriate information is included, and to prevent the inappropriate release of protected/confidential information prior to the end of each work shift.

3. Watch Commanders shall review the Station Log for their shift to ensure that the appropriate information is included, and to prevent the inappropriate release of protected/confidential information at the end of each work shift.

E. Printing the Station Log:

1. The Dispatcher will print a Station Log for each on-coming shift.

2. The on-duty graveyard Dispatcher will print a 24-hour Station Log and a Media Log each night after midnight. The Station Log will be placed on the clipboard located on the dutch door of the Briefing Room for viewing by Department employees. The Media Log will be placed on the clipboard located in the Front Office under the counter for viewing by the public.

3. In the event the Dispatcher is unable to print the log(s), the Watch Commander or Officer in charge will print the log(s) in the W/C office.

4. The Station Logs will be maintained on the clipboards for 60 days.

5. The Records Supervisor or staff will then remove the Logs and ensure they are filed in the proper manner.

V. APPENDICES:

A. Sample: Station Log – ARMS Enterprise Edition entry screen.
APPENDIX A.

SAMPLE STATION LOG – ARMS ENTERPRISE EDITION ENTRY SCREEN